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Vier Ki-Trends fur 2026 von FICO

Analytics und Kl gestalten Finanzbranche neu

1. GenAl-getriebene Betrugsmaschen nehmen massiv zu

2. Fokussierte Sequenzmodelle revolutionieren die Transaktionsanalytik

3. ClOs werden zu zentralen Veranderungstreibern in der
Unternehmensfiihrung

4. Menschliche Aufsicht ist mehr denn je entscheidend fiur Cyber-
Resilienz

Berlin - 10. Februar 2026 — Im Jahr 2026 wird sich der Erfolg von Kl im
Finanzdienstleistungssektor laut FICO nicht an der Anzahl eingesetzter Modelle
messen lassen, sondern an der Fahigkeit, Geschwindigkeit, Skalierung und
Autonomie mit klaren Entscheidungsrahmen, Governance und menschlicher
Verantwortung zu verbinden. Die Institute, denen dies gelingt, werden nicht nur
effizienter arbeiten, sondern dauerhaft Vertrauen bei Kunden, Aufsichtsbehorden
und Partnern aufbauen.

Mit Blick auf das Jahr 2026 hat FICO daher vier zentrale Trends identifiziert, die
die Finanzbranche pragen werden:

1. GenAl-getriebene Betrugsmaschen nehmen massiv zu

Generative Kl verandert das Betrugsokosystem grundlegend. Kriminelle nutzen
Kl, um Stimmen zu klonen, Identitatsdokumente zu falschen und personalisierte
Betrugskampagnen in Sekundenschnelle zu skalieren. Laut einer globalen
Umfrage von BCG waren 60 Prozent der Unternehmen bereits im vergangenen
Jahr von Kl-gestutzten Angriffen betroffen, wobei Betrliger Angriffe nun in
Sekunden statt Stunden ausfuhren.

Reaktive Betrugserkennung sto3t dabei zunehmend an ihre Grenzen.
Insbesondere bei ldentitatsprifungen, nicht-monetaren Transaktionen und
autorisierten Push-Zahlungen bestehen weiterhin kritische Schwachstellen.

.Betruger agieren heute mit Maschinengeschwindigkeit. Banken mussen deshalb
von reaktiven Ansatzen zu einer proaktiven, ganzheitlichen Betrugsabwehr und
Risikosteuerung Ubergehen, die jede Kundeninteraktion in Echtzeit bewertet und



frihzeitig eingreift. Der Erfolg im Kampf gegen Betrug erfordert zudem
hochgradig personalisierte Kommunikationsstrategien, die Kunden sofort Gber
ihre bevorzugten Kanale (Textnachrichten, App-Benachrichtigungen oder E-Mail)
erreichen, um verdachtige Aktivitaten zu verifizieren und einzugreifen, bevor
finanzielle Verluste entstehen®, sagt TJ Horan, Vice President Fraud Product
Management bei FICO.

2. Fokussierte Sequenzmodelle revolutionieren die Transaktionsanalytik
Fokussierte Sequenzmodelle (Focused Sequence Models, FSMs) markieren den
gréten Technologiesprung in der Transaktionsanalytik seit drei Jahrzehnten. Sie
ermdglichen Entscheidungen mit extrem geringer Latenz und hohem Durchsatz,
indem sie vollstandige Transaktionshistorien in Echtzeit verarbeiten, anstatt sich
auf isolierte Datenpunkte oder vereinfachte Durchschnittswerte zu stltzen. So
entstehen neue, deutlich prazisere Einblicke in Kundenverhalten und Risiken, die
eine bislang unerreichte Personalisierung erlauben.

FSMs erfassen langfristige Transaktionssequenzen auf einzigartige Weise und
decken kritische Zusammenhange in Kundenhistorien auf, die traditionelle
Analytics-Systeme meist Ubersehen.

,Die meisten Systeme analysieren Kundentransaktionen bislang isoliert oder
verwenden starre, begrenzte Messgrofien von Transaktionshistorien — etwa
Statistiken zu durchschnittlichen Ausgaben, Haufigkeitsmustern und
geografischen Zuordnungen. Dadurch gehen entscheidende Verhaltensmuster
verloren, die legitime Kunden von ausgefeilten Betriigern unterscheiden. Erst die
Verarbeitung vollstandiger Transaktionshistorien macht diese Unterschiede
sichtbar®, erlautert Scott Zoldi, Chief Analytics Officer bei FICO.

3. CIOs werden zu zentralen Veranderungstreibern in der
Unternehmensfiihrung

Unternehmensweite Kl-Initiativen haben einen Komplexitatsgrad erreicht, der
klassische Abteilungsgrenzen tberwindet. Agentische Kl-Systeme treffen
zunehmend autonome Entscheidungen im Kundenservice, bei
Finanztransaktionen und in der strategischen Planung — und erfordern neue
Governance-Regelwerke auf Unternehmensebene, die weit Uber die IT-
Infrastruktur hinausgehen.

Laut der ,,2025 State of the CIO Survey“ von ClO.com priorisieren bereits 75
Prozent der ClOs Kl hoher als jede andere Technologieinvestition. Gleichzeitig
zeigt die FICO Studie ,State of Responsible Al in Financial Services: Unlocking
Business Value at Scale®, dass 95 Prozent der befragten Finanzdienstleister eine
Kluft zwischen Kl-Initiativen und Erreichung von Geschéftszielen sehen. Damit
wird klar: ClOs sind heute nicht mehr nur Technologieverantwortliche, sondern



Treiber des unternehmensweiten Wandels.

,ClOs haben sich von IT-Betreibern zu strategischen Flhrungspersdnlichkeiten
entwickelt. Mit agentischer Kl im Einsatz pragen sie maldgeblich, wie
Unternehmen Prozesse, Verantwortung und Wachstum neu organisieren®, Mike
Trkay, Chief Information Office bei FICO.

4. Menschliche Aufsicht ist mehr denn je entscheidend fiir Cyber-Resilienz
Kl hat das Schlachtfeld der Cybersicherheit grundlegend verandert. Angreifer
verfugen nun uber Werkzeuge fur personalisiertes Phishing, die Erstellung von
Deepfakes und die automatisierte Produktion von Malware — in bislang
unerreichtem Umfang und mit enormer Geschwindigkeit. Gleichzeitig ist Kl heute
ein zentrales Element moderner Cyberabwehr. Doch rein automatisierte
Schutzsysteme stof3en an ihre Grenzen. Modellmanipulationen, Kl-
Halluzinationen und komplexe Angriffsszenarien erfordern mehr denn je
menschliches Urteilsvermogen, insbesondere wenn Entscheidungen gegenuber
Aufsichtsbehorden und Stakeholdern erklarbar sein mussen.

Viele Unternehmen reagieren entschlossen: 41 Prozent der Unternehmen, die
durch Kl Produktivitatsgewinne erzielen, investieren diese laut EY US Al Pulse
Survey 2025 gezielt in den Ausbau ihrer Cybersicherheitsfahigkeiten.

,Die effektivste Cyberabwehr entsteht nicht durch Kl allein. Entscheidend ist die
Kombination aus Maschinengeschwindigkeit und menschlicher Aufsicht, um
Vertrauen, Transparenz und Resilienz sicherzustellen. Die Gewinner werden nicht
diejenigen mit den leistungsstarksten Algorithmen sein, sondern diejenigen, die
Maschinengeschwindigkeit mit menschlichem Urteilsvermogen verbinden®, sagt
Ben Nelson, Chief Information Security Officer bei FICO.

-- ENDE --

Uber FICO

FICO (NYSE: FICO) treibt Entscheidungen voran, die Menschen und Unternehmen auf der ganzen Welt zum
Erfolg verhelfen. Das 1956 gegriindete Unternehmen ist ein Pionier in der Anwendung von pradiktiver
Analytik und Datenwissenschaft zur Verbesserung operativer Entscheidungen. FICO halt mehr als 200 US-
amerikanische und internationale Patente auf Technologien, die die Rentabilitdt, Kundenzufriedenheit und
das Wachstum von Unternehmen in den Bereichen Finanzdienstleistungen, Fertigung, Telekommunikation,
Gesundheitswesen, Einzelhandel und vielen anderen Branchen steigern. Unternehmen in mehr als 80
Landern vertrauen auf die bewahrten Lésungen von FICO und schiitzen damit unter anderem 4 Milliarden
Zahlungskarten vor Betrug, verhelfen Menschen zu Krediten und stellen sicher, dass Millionen von
Flugzeugen und Mietwagen zum richtigen Zeitpunkt am richtigen Ort zur Verfligung stehen. Der FICO®
Score, der von 90 % der fihrenden US-amerikanischen Kreditgeber verwendet wird, ist das Standardmalf? fur
das Kreditrisiko von Verbrauchern in den USA. Daruber hinaus wurde er in tber 40 weiteren Landern
verfugbar gemacht, um das Risikomanagement, den Zugang zu Krediten und die Transparenz zu
verbessern.

Erfahren Sie mehr unter https://www.fico.com/de/.
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